
Get ready for DORA’s Implementation

By the end of this training session, you will:

• be able to understand how your entity may be impacted by DORA from a
regulatory, organisational and operational/technical perspective

• have some practical advice on how to comply in a timely manner with the
new requirements brought by DORA

Objectives

DORA’S background

DORA’S five pillars

 ICT risk management

 ICT related incident management, classification and reporting

 Digital operational resilience testing

 Managing of ICT third party risk

 Information sharing arrangements

Technical standards details

How to comply and technical aspects

 Risk management framework

 Incident Management process

 ICT third party

 IT “literature” (policies, procedures and living records)

Content

IP Communication & Technology
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• Members of governing or 
management bodies

• Compliance officers

Target

3 hours

Duration

This training programme is 
coordinated and delivered under 
the supervision of

Benédicte d’Allard
Giuliano Infantino

Our expert

English, French

Languages
(multiple available)

institute@arendt.com
+352 40 78 78 558

Contact us


